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Software developer

OpenSource cloud architect

…… at KioNetworks (Datacenter, mision critical 
services)



Data sovereignty

Cloud data sovereignty (also referred to as data residency) is defined as maintaining control over the location where regulated data and documents physically 
reside [*].

https://www.bluecoat.com/resources/cloud-governance-data-residency-sovereignty

https://www.bluecoat.com/resources/cloud-governance-data-residency-sovereignty


Cloud providers (most 
important)



AWS Locations



Google Regions



Google Regions

SAFE HARBOR

Since 2000 SAFE HARBOR permits European cloud data to be stored in the United States



Every time we use a phone, computer, or technological device, we leave behind vast amounts of personal information that can reveal our political and religious affiliations, medical 
conditions, sexual interests, and behavioral patterns. 

But what’s the problem?



and what’s the other 
problem?

Basically our national data has no rights in other countries, a fact revealed by the ex NSA analyst Edward Snowden in the specific case of the United States, it is important to know that data is 
subject to the laws of other countries
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The Snowden’s legacy



Data sovereignty laws all over the world, but all with different interest 

and different approaches, in latin america governments are 

writing their own set of laws to protect companies and internet users but 

with an inexistent level of maturity and communication to generate 

unified laws for Latin America as a block of equal rules like the European 

Union 

The Snowden’s legacy



Privacy and spy shit in Mexico



PGR

The Criminal Procedure Code and the 32 local criminal procedure codes, which shall be replaced by the National Criminal Procedure Code, allow public 
prosecutors to intercept private communications and order data retention, obtain devices' geolocation in real time, and access the metadata of 

communications, without a court order.



CISEN

The National Security Law empowers the Center for Investigations and National Security to intercept private communications, with prior federal 
judicial authorization, in cases that have an "imminent threat” to national security.





Addressing Data Residency 
Needs

Data tokenization

GeoLocation assets or Geo Tagging (TPM).



kill -9 the problem



Inform yourself!

https://www.derechosdigitales.org/

https://necessaryandproportionate.org

https://www.eff.org/

https://www.derechosdigitales.org/
https://necessaryandproportionate.org/
https://www.eff.org/


Shhhhhhhh :)



:)

@alsotoes
https://headup.ws

https://headup.ws/
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